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The European B
anking Federation (EB

F), w
hich is the voice of European banks, w

elcom
es the opportunity to com

m
ent on the public 

consultation on tKH C
RP

P
LVVLRQ¶V A

FWLRQ PODQ IRU D FRP
SUHKHQVLYH U

QLRQ SROLF\ RQ SUHYHQWLQJ P
RQH\ ODXQGHULQJ DQG WHUURULVW ILQDQFLQJ 

(KHUHLQDIWHU ³WKH A
FWLRQ PODQ´). TKH EB

F IXOO\ VXSSRUWV WKH C
RP

P
LVVLRQ¶V RYHUDUFKLQJ REMHFWLYH RI DGGUHVVLQJ WKH LQHIILFLHQFLes of the current 

EU
 A

M
L/C

FT fram
ew

ork. The EB
F believes that the A

ction Plan is going in the right direction and appreciates that it is in m
any aspects very 

P
XFK LQ OLQH Z

LWK WKH A
M

L B
OXHSULQW SXEOLVKHG LQ M

DUFK E\ WKH EB
F (KHUHLQDIWHU ³WKH B

OXHSULQW´). TR FRQVWUXFWLYHOy contribute to this 
consultation, w

e have conducted a gap analysis to identify in the light of our B
lueprint those topics w

here the EB
F has further input to 

provide. TKH EB
F¶V detailed answ

ers to the questions of the consultation paper on the 6
-pillar A

ction Plan are set forth below
. W

e w
ould 

like to em
phasize in this pream

ble the priority areas w
here w

e w
ould recom

m
end the C

om
m

ission to concentrate its efforts and to adapt 
its approach as appropriate. 

R
u

leb
ook  

TKH EB
F QRWHV LQ WKH A

FWLRQ PODQ WKH C
RP

P
LVVLRQ¶V LQWHQWLRQ WR P

DLQWDLQ WKH UXOH-based approach w
hich governs the current EU

 A
M

L/C
FT 

legislative and regulatory fram
ew

ork. W
e believe that the C

om
m

ission should avoid the introduction of additional com
pliance requirem

ents 
since they Z

RXOG EH FRXQWHUSURGXFWLYH DQG Z
RXOG Z

RUVHQ XS WKH ³WLFN-the-ER[´ culture w
hich has prevailed until now

 and has proven to be 
inefficient. The EU

 A
M

L/C
FT R

ulebook should rather push forw
ard a flexible, principle-based approach, clarifying the risk-based approach 

(R
B
A
) in line w

ith FA
TF guidelines. In this field, w

e expect the R
egulation to be supplem

ented w
ith the adoption of updated guidelines by 

the European B
anking A

uthority (EB
A
), hence delivering fully harm

onised and m
odernised standards aim

ed at m
itigating risks and at 

preventing derisking. The latter is a phenom
enon w

hich has been exacerbated by the C
O

V
ID

-19 crisis and urgently needs to be addressed. 
It is also necessary to m

odernise and standardise the K
YC

 policy. This should include a relaxation of the conditions for e-identification since 
the increase of non face-to-face onboarding has been accelerated by the C

O
V
ID

-19 crisis. G
iven the proliferation of FinTechs and V

irtual 
A
sset S

ervice Providers, the A
M

L R
egulation should also provide for technological neutrality of the scope of application of A

M
L/C

FT 
requirem

ents, ensuring that the sam
e regulatory and supervisory conditions apply to all econom

ic actors w
ho provide the sam

e financial 
services.        
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 Effective im

p
lem

en
tation

 of th
e fram

ew
ork

 / In
form

ation
 sh

arin
g

  

The only w
ay forw

ard to efficiently com
bat financial crim

e is through the developm
ent of an intelligence-led approach.  

This requires the C
om

m
ission to develop useable tools to ensure transparency of ultim

ate beneficial ow
ners (U

B
O

) and to adopt a coherent 
approach for inform

ation sharing.  

C
oncrete solutions should be provided for U

B
O

 registers to ensure the reliability and quality of U
B
O

 data, to relieve Financial Institutions 
from

 discrepancies reporting requirem
ents DQG WR KDUP

RQLVH QDWLRQDO UHJLVWHUV¶ IHDWXUHV LQ RUGHU WR IDFLOLWDWH WKHLU LQWHUFRQQHFWLYLW\.      

In term
s of tools to ensure effective im

plem
entation of the fram

ew
ork through inform

ation sharing, the C
om

m
ission should prim

arily 
prom

ote public private partnerships (PPPs) and the use of new
 technologies such as m

achine learning tools and shared utilities for K
YC

 and 
transaction m

onitoring. In order to ensure their efficiency at national level and at EU
 level (through the EXURSRO¶V FLQDQFLDO IQWHOOLJHQFH 

Public Private Partnership 
± EFIPPP), PPPs should be developed in line w

ith concerted best practices and international standards 
(FA

TF/W
olfsberg G

roup) and should be equipped w
ith direct m

echanism
s of sharing inform

ation operationally. O
verall, the A

ction Plan is 
alm

ost silent on the use of new
 technologies, including rem

ote identification m
ethods and data science. 

For both the operational exchange of data w
ithin PPPs and the collection/processing of data via shared utilities, further guidance is required 

to balance A
M

L/C
FT and G

D
PR

 requirem
ents and ensure data m

inim
isation. The C

om
m

ission should adopt a m
uch stronger position in this 

field. 

S
u

p
ervisio

n
 

The EB
F supports the idea of ensuring high quality and consistent risk-based A

M
L/C

FT supervision, seam
less inform

ation exchange and 
optim

al cooperation betw
een all financial supervisory authorities. A

 better integration of A
M

L/C
FT considerations into pruden

tial supervision, 
a reinforcem

ent of the A
M

L/C
FT role of supervisors and supervisory convergence are required. In this context, a flexible approach for 

supervision is necessary w
hich notably m

eans that it should focus on m
anaging the A

M
L/C

FT risks rather than on inflexible rules-based 
com

pliance. 
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  P

A
R

T 1
 –

 En
su

rin
g

 effective im
p

lem
en

tatio
n

 of th
e existin

g
 ru

les 

 Q
u

estion
 1

: H
ow

 effective are th
e follo

w
in

g
 existin

g
 EU

 to
ols to en

su
re ap

p
licatio

n
 an

d
 en

forcem
en

t of an
ti-m

o
n

ey 
lau

n
d

erin
g

 /
 cou

n
terin

g
 th

e fin
an

cin
g

 of terrorism
 ru

les? (Please rate each blank proposal and com
m

ent if you do not agree w
ith 

proposed solution) 
 Please note that the effectiveness of different tools w

ill vary by the type of issue ± e.g. EU
-level action is likely to be m

ore effective for 
consistency of definitions, national level action is likely to be m

ore effective for routine supervision. 
  

 
 

 
 

 
 

 
V
ery effective 

R
ather 

effective 
N

eutral 
R
ather 

ineffective 
N

ot effective 
at all 

D
RQ¶W NQRZ

 

Infringem
ent proceedings for failure to 

transpose EU
 law

 or 
incom

plete/incorrect transposition 

 
X

 
 

 
 

 

C
ountry-specific recom

m
endations in 

the context of the European S
em

ester 
 

X
 

 
 

 
 

A
ction follow

ing com
plaint by the public  

 
 

 
X

 
 

 
B
reach of U

nion law
 investigations by 

the European B
anking A

uthority 
 

 
X

 
 

 
 

N
ew

 pow
ers granted to the European 

B
anking A

uthority 
 

X
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  Q

u
estion

 2
: H

ow
 effective w

o
u

ld
 m

o
re action

 at each
 of th

e follow
in

g
 levels b

e to fig
h

t m
o

n
ey lau

n
d

erin
g

 an
d

 terrorist 
fin

an
cin

g
? (Please com

m
ent if you do not agree w

ith proposed solution) 
 Please note that the effectiveness of different tools w

ill vary by the type of issue ± e.g. EU
-level action is likely to be m

ore effective for 
consistency of definitions, national level action is likely to be m

ore effective for routine supervision. 
  

 
 

 
 

 
 

 
V
ery effective 

R
ather 

effective 
N

eutral 
R
ather 

ineffective 
N

ot effective 
at all 

D
RQ¶W NQRZ

 

A
t national level only 

 
 

 
X

 
 

 
A
t national level w

ith financial support 
and guidance from

 the European U
nion 

 
 

 
X

 
 

 

A
t the level of the European U

nion 
(oversight and coordination of national 
action) 

X
 

 
 

 
 

 

A
t international level 

X
 

 
 

 
 

 
N

o additional action at any level 
 

 
 

 
X
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 Q

u
estion

 3
: S

h
ou

ld
 oth

er to
ols b

e u
sed

 b
y th

e EU
 to en

su
re effective im

p
lem

en
tation

 of th
e ru

les? (5000 characters m
axim

um
, 

including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting m
ethod) 

  x 
M

oney laundering and terrorist financing is a global threat and is only strengthened by inconsistent national standards and the 
fragm

entation of international regulation. EU
 reform

 should align w
ith FA

TF best practices and G
20 recom

m
endations, and should 

aim
 to support global efforts to tackle these cross-border risks, including national reform

 program
m

es and public-private partnerships.  
 

x 
In addition to EU

 oversight and coordination and to a better alignm
ent on international standards, an effective im

plem
entation of the 

EU
 A

M
L fram

ew
ork w

ould be helped by: 
o 

a EHWWHU XVH RI WKH ES
A
V¶ SRZ

HUV DQG HQKDQFHG UROH IRU WKH EB
A
 DV D UXOH VHWWHU; 

o 
interpretations by EB

A
 to clarify the regulatory requirem

ents and to ensure coherent application of their guidelines; 
o 

the prom
otion of consistent im

plem
entation w

ithin the EU
 of EB

A
 guidelines, through the inform

ation collected from
 national 

authorities and via public-private partnership, by issuing technical regulatory standards; and 
o 

support for better targeted interventions and a m
ore effective risk-based approach, through EU

-level guidance in support of 
financial crim

e inform
ation sharing (see below

 our additional com
m

ents). 
 

x 
In order to ensure coherent im

plem
entation, it w

ould be also im
portant to ensure that all relevant definitions are the sam

e in all 
M

em
ber S

tates (e.g. PEP, U
B
O

). 
 x 

In order to ensure transparency of beneficial ow
nership aim

ed by A
M

LD
 4 and A

M
LD

 5, a concrete solution for U
B
O

 registers is 
urgently required in term

s of: 
o 

quality, reliability and accessibility of U
B
O

 data; and 
o 

harm
onisation and interconnectivity of U

B
O

 registers (see below
 our additional com

m
ents) 

 x 
The only w

ay forw
ard to efficiently com

bat financial crim
e is through the developm

ent of an intelligence-led approach. This requires 
the C

om
m

ission to adopt a coherent approach for inform
ation sharing. In term

s of A
M

L/C
FT tools, the C

om
m

ission should prim
arily 

prom
ote public private partnerships (PPPs) and the use of new

 technologies such as m
achine learning tools and shared utilities for 

K
YC

 and transaction m
onitoring.  

o 
In order to ensure their efficiency at national level DQG DW EU

 OHYHO (WKURXJK WKH EXURSRO¶V EXURSHDQ FLQDQFLDO IQWHOOLJHQFH PXEOLF 
Private Partnership ± EFIPPP), PPPs should be developed in line w

ith concerted best practices and international standards 
(FA

TF/W
olfsberg G

roup) and should be equipped w
ith direct m

echanism
s of sharing inform

ation operationally (see below
 our 

additional com
m

ents on PPPs). 
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   A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
 

o 
O

verall, the A
ction Plan is alm

ost silent on the use of new
 technologies, including rem

ote identification m
ethods, and data 

science. A
 m

ore efficient im
plem

entation of existing rules w
ould be obtained through the use of enhanced analytics and 

m
achine learning tools for K

YC
 purposes w

hich are respectful of privacy rights. A
llow

ing further digital tools and shared utilities 
for K

YC
 purposes and transaction m

onitoring (instant paym
ents) is a m

ust. 
 

P
u

b
lic P

rivate P
artn

ersh
ip

s (P
P

P
s) 

� 
S

tim
u

late p
u

b
lic-p

rivate in
fo

rm
atio

n
 sh

arin
g

 an
d

 b
road

en
 th

e con
d

ition
s u

n
d

er w
h

ich
 op

eration
al d

ata co
u

ld
 b

e sh
ared

  

W
hile there are som

e positive exam
ples of form

al public/private cooperation in the field of counterterrorism
 and cybersecurity, the 

A
M

L/C
FT fram

ew
ork has so far focused narrow

ly on the adm
inistrative requirem

ents im
posed on banks and other regulated entities. 

The outcom
e of this rule-based approach is a m

assive flow
 of inform

ation to the com
petent authorities, w

hich is typically unguided 
by fHHGEDFN DQG OLP

LWHG E\ LQGLYLGXDO EDQNV¶ OLP
LWHG LQWHOOLJHQFH SLFWXUH. IQ DGGLWLRQ, VXFK D FRQFHSW VHHP

V WR FRQWUDGLFW, HVVHQ
tially, 

the very basic privacy principles of proportionality and subsidiarity.  

W
hen filing a S

A
R
 / S

TR
 to their national FIU

s, it is vital for banks to receive feedback on their reporting. S
uch tw

o-fold inform
ation 

stream
s w

ould facilitate the efforts of banks to identify m
ore clearly, prevent and m

itigate the risks of M
L/TF, w

hile also d
ecreasing 

the need for further data processing of those w
ho are not involved in such crim

inal activities. N
evertheless, as also stated in the 

EXURSHDQ C
RP

P
LVVLRQ¶V A

M
L/C

FT PDFNDJH, FIU
s, often understaffed, find it difficult to select the data, w

ith an added value, out of all 
the volum

e of the data they receive. This rule-based approach results in inefficiency and, ultim
ately, deviation from

 the overall 
objective of detecting suspicious crim

inal activity. A
n agreem

ent on typologies and the inform
ation that is necessary to be shared 

betw
een the private and the public sector for the identification unusual/suspicious activities w

ould im
prove the quality of the reporting 

and contribute to the efficiency of the process.  

A
nother issue that banks and other obliged entities face, w

ith regard to reporting, relates to the com
petences w

ithin jurisdictions. 
C
urrently, exchange of inform

ation from
 banks to national com

petent authorities is possible w
ithin the hom

e country jurisdiction. 
H

ow
ever, banks find it extrem

ely difficult to com
m

unicate inform
ation to public authorities located outside the hom

e jurisdiction. Lack 
of adequate inform

ation and intelligence sharing w
ith all relevant bodies im

pedes the speed w
ith w

hich organised crim
e should

 be 
addressed. Enabling banks to share inform

ation w
ith other authorities could radically enhance the response to cross-border organised 

crim
e. 
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The EB
F believes that public-private partnerships (PPP), w

here law
 enforcem

ent inform
ation can be shared w

ith obliged entities, 
should be strongly encouraged and em

braced first and forem
ost by public authorities. S

haring of aggregated data, w
ith the objective 

of fighting against crim
inals should already be possible under the existing legal fram

ew
ork, including G

D
PR

. Exchange of operational 
data, how

ever, is, at this stage only possible in counter-terrorism
 financing or w

here national PPPs have supplem
ented the EU

 regim
e 

w
ith local legal gatew

ays. The EB
F w

ould w
elcom

e an EU
 A

M
L/C

FT fram
ew

ork that broadens the conditions under w
hich operational 

data could be shared, including on a cross-border basis. Exam
ples of national PPPs in jurisdictions inside and outside the EU

 could be 
used as best practices to develop a European m

odel. This w
ould im

ply the necessary rem
oval of legal obstacles that m

ay im
pede data 

sharing. A
 solid legal fram

ew
ork endorsed by, am

ong others, data protection authorities, authorising under specific conditions such 
data sharing (including personal data) should be put in place. 

A
lthough challenging, it is also crucial that PPPs are supported at EU

 level to tackle cross-border threats. G
iven the lim

ited com
petence 

the EU
 has in the area of law

 enforcem
ent, the EB

F w
ould suggest that the m

andate of Europol should be review
ed in such w

ay that 
Europol w

ould be entrusted w
ith the com

petent EU
 law

 enforcem
ent agency.   

� 
Eu

rop
o

l Fin
an

cial In
tellig

en
ce P

u
b

lic P
rivate P

artn
ersh

ip
 (E

FIP
P

P
) 

The Europol Financial Intelligence Public Private Partnership (EFIPPP) w
as created in D

ecem
ber 2017. Participants and observers are 

large financial institutions, Financial Intelligence U
nits and Law

 Enforcem
ent agencies from

 an increasing num
ber of jurisdictions, 

m
ainly European countries. EFIPPP has the active support of the EB

F and the International Institute of Finance (IIF) and is also 
supported by the C

om
m

ission (D
G

 H
om

e, D
G

 Just), the C
ouncil of the EU

, the European D
ata Protection S

upervisor (ED
PS

), the 
European B

anking A
uthority (EB

A
), the European C

entral B
ank (EC

B
), Interpol, FA

TF and N
ational S

upervisory A
uthorities. The EFIPPP 

objectives are: 

x 
To provide an environm

ent for cooperation and inform
ation exchange;  

x 
To build a com

m
on intelligence picture and understanding of the threats and risks, through the definition of risk indicators; 

x 
To facilitate the exchange of operational or tactical intelligence associated w

ith on
-going investigations; 

x 
To identify gatew

ays for inform
ation sharing in accordance w

ith dom
estic and EU

 legal fram
ew

orks, and clarify regulatory 
expectations on inform

ation sharing gatew
ays for such exchange. 

 S
h

ared
 u

tilities 

� 
S

h
ared

 K
Y

C
 ch

eck cap
ab

ilities (K
Y

C
 u

tility) 

The EU
 fram

ew
ork should explicitly allow

 obliged entities to create joint K
YC

 capacities under certain conditions, provided data 
protection and privacy rules are respected. These K

YC
 utilities should be: 
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x 
EDVHG RQ FOLHQWV¶ FRQVHQW; 

x 
in line w

ith com
petition law

 rules (notably, the utility should not exclude new
 m

em
bers from

 joining on a reasonable basis).   

K
YC

 utilities are not only useful tools for banks, but they also have the potential to bring about significant efficiency gains for 
custom

ers, as they w
ould spend less tim

e responding to K
YC

 requests. In turn, this w
ould allow

 banks to re-orientate staff to areas 
w

here they can contribute m
ore significantly to the fight against financial crim

e.   

A
 good exam

ple for such an initiative is the new
 K

YC
 shared utility w

ithin the beneficial ow
ner register of A

ustria, w
hich provides legal 

entities the capability to upload the docum
ents for the identification and verification of the beneficial ow

ners via qualified parties (e.g. 
ODZ

\HUV RU WD[ DGYLVHUV) (³C
RP

SOLDQFH PDFNDJH´). B
DQNV DUH WKHQ DEOH, JHQHUDOO\, WR UHO\ RQ WKHVH GRFXP

HQWV, Z
KLFK QHHG WR EH 

updated or confirm
ed by the qualified party on an annual basis. 

S
im

ilar on-going initiatives are currently taking place in N
ordic-B

altic countries w
ith the full support from

 public stakeholders. 

� 
Tran

saction
 M

o
n

ito
rin

g
 N

eth
erlan

d
s (TM

N
L):  

TM
N

L is a unique step in the fight against m
oney laundering and the financing of terrorism

. Five D
utch banks (A

B
N

 A
M

R
O

, IN
G

, 
R
abobank, Triodos B

ank and de V
olksbank) have decided to establish TM

N
L in the collective fight against m

oney laundering and the 
ILQDQFLQJ RI WHUURULVP

. TKH TM
N

L LQLWLDWLYH Z
LOO EH DQ DGGLWLRQ WR WKH EDQNV¶ LQGLYLGXDO WUDQVDFWLRQ P

RQLWRULQJ DFWLYLWLHV. T
M

N
L w

ill focus 
on identifying unusual patterns in paym

ents traffic that individual banks cannot identify. The shareholder agreem
ent w

as signed in 
July. 

Follow
ing an announcem

ent in S
eptem

ber 2019, the five banks have studied w
hether collective transaction m

onitoring is technically 
and legally feasible under the aegis of the D

utch B
anking A

ssociation, as w
ell as the question of w

hether TM
N

L can add m
aterial value 

in the fight against m
oney laundering. 

The research show
ed that collective transaction w

ill allow
 for better and m

ore effective detection of crim
inal m

oney flow
s an

d netw
orks 

in addition to w
hat banks can achieve individually w

ith their ow
n transaction data. It also show

ed that com
bining transaction data 

w
ill provide new

 (inter-bank) inform
ation that w

ill be useful in the fight against financial crim
inality. The study findings have recently 

been discussed w
ith som

e of the public parties involved. 

In addition to the banks fulfilling their ow
n responsibility as gatekeepers, effectively dealing w

ith m
oney laundering and the financing 

of terrorism
 requires a national (chain) approach. The banks are therefore w

orking closely w
ith governm

ent partners such as the 
M

inistries of Finance and Justice and S
ecurity, the FIO

D
 and the Financial Intelligence U

nit (FIU
). The aim

 is to collectively significantly 
increase the return from

 the chain from
 identification to detection, prosecution and conviction of crim

inality. The form
ation of TM

N
L 

ties in w
ith the M

oney Laundering A
ction Plan announced by the governm

ent in m
id-2019. A

s part of this plan an am
endm

ent of the 
A
nti-M

oney Laundering and A
nti-Terrorist Financing A

ct (W
et tegen w

itw
assen en terrorism

efinanciering, RU µW
Z

IW¶) LV IRUHVHHQ WR 
enable full-scale collective transaction m

onitoring. 
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The construction and developm
ent of TM

N
L w

ill be done in phases. The banks have decided to start w
ith this initiative now

 in 
anticipation of the proposed am

endm
ent to the legislation, due to the urgency of the fight against m

oney laundering and the financing 
of terrorism

 and the support from
 governm

ent bodies. B
asic assum

ption is that other banks w
ill also be able to m

ake use of TM
N

L in 
due course. 

U
B

O
 reg

isters 

M
isuse of legal persons is a key enabler of m

oney laundering and w
ider econom

ic crim
e, and international standards seek to prevent 

this by prohibiting shell com
panies and requiring that the com

petent authorities can access inform
ation on both form

al legal ow
ners 

and the ultim
ate beneficial ow

ners.  

The European banking industry support beneficial ow
nership transparency as a key step tow

ard
s enhancing the efficiency and 

effectiveness of the A
M

L/C
FT fram

ew
ork, and w

elcom
e 5M

LD
 going beyond current international standards to require the establishm

ent 
of publicly accessible beneficial ow

nership registers. H
ow

ever, these registers have not been adequately designed to help reporting 
entities perform

 due diligence m
ore consistently, or to allow

 for global beneficial ow
nership transparency.  

The EB
F therefore recom

m
ends that EU

 A
M

L reform
 includes redesign of the approach to beneficial ow

nership transparency, including 
m

axim
um

 harm
onisation of definitions and a m

ore efficient and effective allocation of roles across com
petent authorities, obliged 

entities and legal persons them
selves. 

The key aspects for an im
provem

ent of U
B
O

 registers are:  

o 
Transparency is necessary but not sufficient. 

o 
B
eneficial ow

nership transparency is a tool to prevent and identify m
isuse of legal persons. It is im

portant that registers of beneficial 
ow

nership are designed and im
plem

ented to support this fundam
ental goal, by addressing the FA

TF R
ecom

m
endation 24 criteria 

of adequacy, accuracy and tim
eliness.  

o 
M

ore m
easures are required from

 com
petent authorities and registrars to ensure that register inform

ation is accurate and supports 
efficiencies across the regulated sector. For exam

ple, the U
K
 M

ER
 show

s that publicity does not guarantee accuracy, echoing the 
recom

m
endations of repeated FA

TF horizontal studies, best practices and guidance papers.  

o 
EU

 leadership on beneficial ow
nership reform

 could support efforts to update the FA
TF standard, including as part of the ongo

ing 
FA

TF strategic review
. FA

TF evaluations of R
ecom

m
endation 24 show

s typically low
er assessm

ents of effectiveness than technical 
com

pliance, indicating that the current standard is not sufficient to prevent the m
isuse of legal persons.  
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 P

A
R

T 2
 –

 D
eliverin

g
 a rein

forced
 ru

leb
ook

 
 Q

u
estion

 1
: Th

e C
o

m
m

issio
n

 h
as id

en
tified

 a n
u

m
b

er of p
rovisio

n
s th

at cou
ld

 b
e fu

rth
er h

arm
on

ised
 th

rou
g

h
 a fu

tu
re 

R
eg

u
lation

. D
o

 yo
u

 ag
ree w

ith
 th

e selectio
n

? (Please com
m

ent if you do not agree w
ith proposed solution) 

 
   

 

 
 

 
 

Yes 
N

o 
List of obliged entities  

X
 

 
S
tructure and tasks of supervision 

 
X

 
Tasks of financial intelligence units 

X
 

 
C
ustom

er due diligence 
X

 
 

Electronic identification and 
verification 

X
 

 

R
ecord keeping 

X
 

 
Internal controls 

X
 

 
R
eporting obligations 

X
 

 
B
eneficial ow

nership registers 
X

 
 

C
entral bank account registers 

X
 

 
C
eiling for large cash paym

ents 
X

 
 

Freezing 
pow

ers 
for 

financial 
intelligence units 

X
 

 

S
anctions 

X
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   Q

u
estion

 2
: W

h
at oth

er p
ro

visio
n

s sh
ou

ld
 b

e h
arm

o
n

ised
 th

rou
g

h
 a R

eg
u

lation
? (5000 characters m

axim
um

, including spaces 
and line breaks, i.e. stricter than the M

S
 W

ord characters counting m
ethod) 

 TKH EB
F QRWHV LQ WKH A

FWLRQ PODQ WKH C
RP

P
LVVLRQ¶V LQWHQWLRQ WR P

DLQWDLQ WKH UXOH-based approach w
hich governs the current EU

 A
M

L/C
FT 

legislative 
and 

regulatory 
fram

ew
ork. 

W
e 

believe 
that 

the 
C

om
m

ission 
should 

avoid 
the 

introduction 
of 

additional 
com

pliance 
UHTXLUHP

HQWV Z
KLFK Z

RXOG EH FRXQWHUSURGXFWLYH DQG Z
RXOG Z

RUVHQ XS WKH ³WLFN-the-ER[´ FXOWXUH Z
KLFK SUHYDLOV WRGD\ DQG KDV SURYHQ WR 

be inefficient.  

x 
The R

egulation should align to FA
TF standards and best practice in allow

ing obliged entities appropriate flexibility to apply 
proportionate and risk-sensitive m

easures. H
arm

onisation could 
support consistent im

plem
entation of these risk-sensitive 

m
easures by harm

onising the criteria for triggering key A
M

L/C
FT procedures, such as sim

plified due diligence, enhan
ced due 

diligence and review
 of custom

er inform
ation.  

x 
R
ules-based requirem

ents should be m
inim

ised to a lim
ited group of higher risk situations and should be targeted to m

itigate the 
specific risks of these situations, such source of w

ealth checks for PEPs, their close fam
ily and know

n associates. R
ules-based 

requirem
ents can add disproportionate cost to legitim

ate financial flow
s, deter innovation and dam

age financial inclusion. Th
is 

includes w
here obliged entities are prevented from

 applying sim
plified due diligence to low

-risk custom
ers or are even required 

to apply enhanced due diligence to low
-risk custom

ers.  

Together w
ith the R

B
A
, w

e need a standardised and m
odernised K

YC
 policy. In the context of the C

O
V
ID

-19 pandem
ic, there is in 

particular an urgent need to broaden up the conditions of non-face-to-face on-boarding. Further w
ork is required on e-ID

 as an on-
boarding procedure. 

The A
M

L R
egulation should also provide for technological neutrality of the scope of application of A

M
L/C

FT requirem
ents, ensuring that 

the sam
e regulatory and supervisory conditions apply to all actors of the sector w

ho provide the sam
e financial services (see also 

questions 5 and 6).        

In order to support consistency and sim
plification of cross-border policies and supervision, harm

onisation in the definition of key A
M

L/C
FT 

term
s and requirem

ents should include:  

x 
H

arm
onisation of term

s and requirem
ents regarding PEPs: 

o 
The definition of fam

ily m
em

bers of PEPs is fragm
ented and should be harm

onised  

o 
The responsibility for identifying PEPs and their fam

ily m
em

bers should be recalibrated to ensure that the prim
ary responsibility 

lies w
ith the relevant public sector bodies, w

hich have easier access to such inform
ation  
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  Q

u
estion

 3
: W

h
at p

ro
vision

s sh
ou

ld
 rem

ain
 in

 th
e D

irective d
u

e to EU
 Treaty p

rovisio
n

s? (5000 characters m
axim

um
, including 

spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting m
ethod) 

   
 

o 
The definition of S

tate-O
w

ned-Enterprises should be harm
onised. EU

 JXLGHOLQHV RQ WKH DVVHVVP
HQW RI FXVWRP

HU¶V SROLWLFDO H[SRVXUH 
should be provided  

x 
Ensuring that the responsibility for approval of A

M
L/C

TF policies, controls and procedures as w
ell as approval of correspondent 

relationships and business w
ith politically exposed persons can be delegated, w

hen a financial institution operates in different M
em

ber 
S
tates 

x 
H

arm
onisation of term

s and requirem
ents regarding beneficial ow

ners (see our detailed / additional com
m

ents under Part 1, question 
3) 

x 
H

arm
onisation of the function of national Financial Intelligence U

nits (FIU
) across the EU

/EEA
 

x 
H

arm
onisation of the fram

ew
ork for sharing inform

ation of the conditions under w
hich crim

inal offence data m
ay be processed or 

shared in the G
D

PR
 (see our detailed com

m
ents under question 8) 

x 
H

arm
onisation of adverse m

edia screening w
hich is a key tool to identify risks and should be considered as part of C

D
D

 activities 
w

here EU
 guidance w

ould be w
elcom

ed  

x 
G

enerally, regulatory areas w
here A

M
L legislation has frequent touch points tow

ards other legislation regulated through EU
 directives 

(such as G
D

R
P or PS

D
2) w

ould require further harm
onisation 

 A
ll m

aterial obligations under the D
irective should be included in the R

egulation. This is essential not only for the creatio
n of a uniform

 
EU

 A
M

L R
egim

e in the eyes of FA
TF but also in reducing the adm

inistrative burden of the obliged entities operating or transacting business 
on a cross-border basis. It w

ould also reduce the prospects for regulatory shopping in the EU
 and the gold

-plating of national A
M

L 
requirem

ents w
hich currently is a m

ajor contributing factor behind the incoherence of the A
M

L requirem
ents in the E

U
. 
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   Q

u
estion

 4
: W

h
at areas w

h
ere M

em
b

er S
tates h

ave ad
op

ted
 ad

d
itio

n
al ru

les sh
ou

ld
 con

tin
u

e to b
e reg

u
lated

 at n
ation

al 
level? (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting m
ethod) 

  Q
u

estion
 5

: S
h

ou
ld

 n
ew

 eco
n

om
ic o

p
erato

rs (e.g
. cro

w
d

fu
n

d
in

g
 p

latfo
rm

s) b
e ad

d
ed

 to th
e list of ob

lig
ed

 en
titie

s? (5000 
characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting m
ethod) 

 

  D
iscretionary pow

er for M
em

ber S
tates to defined instances w

here national specificities need to be taken into account should be m
inim

ised 
and be specifically docum

ented. For exam
ple, harm

onisation of K
YC

 should reflect varying approaches to national identity cards across 
the EEA

. 

The C
om

m
ission should strive for support m

axim
um

 harm
onisation elim

inating the need for additional national level legislation. A
 

R
egulation w

ould also reduce differing interpretations and incentives for regulatory shopping. 

In regard to eID
 and sim

ilar m
echanism

s, it is im
portant that any regulation take into account the local variety of available setups w

hich 
exist due to the history of infrastructure developm

ents. H
ence technical aspects of eID

 should be regulated locally or take local setups 
into account. H

ow
ever, the suitability of these m

easures for e.g. K
YC

 purposes should be defined and clarified on EU
 level.  

 Yes, all operators m
entioned in A

LM
D

5 and all other operators w
hose activities involve financial crim

e risk should be an obliged entity. 
Local supervisors also should have adequate know

ledge and resources to take on their responsibilities also w
ith regard to entities other 

than credit institutions. 

Yes, w
here econom

ic activity introduces risk into the system
 then these econom

ic operators should be required to play their p
art in 

P
DQDJLQJ WKHVH ULVNV. TKH EB

F DGYRFDWHV IRU: ³TKH VDP
H VHUYLFHV, WKH VDP

H ULVNV, WKH VDP
H UXOHV DQG WKH VDP

H VXSHUYLVLRQ´ ± see 
further discussion below

. 

Yes, aligned w
ith A

M
LD

5. For instance, w
ith regard to the crow

dfunding platform
s, investm

ent-based crow
dfunding carries a risk of 

P
LVXVH IRU WHUURULVW ILQDQFLQJ/P

RQH\ ODXQGHULQJ (DV VSHFLILHG, LQ SDUWLFXODU, LQ WKH ³Q
XHVWLRQV DQG A

QVZ
HUV 

- Investm
ent-based 

crow
dfunding: m

oney launGHULQJ/WHUURULVW ILQDQFLQJ´ SXEOLVKHG E\ ES
M

A
 RQ 1 JXO\ 2015). TKLV ULVN FDQ EH P

LWLJDWHG LI SODWIRUP
V DSSO\ 

due diligence checks on the project ow
ner (including the project itself) and on investors, to identify situations w

here the risk of terrorist 
financing/m

oney laundering is increased. 
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 Q

u
estion

 6
: In

 yo
u

r o
p

in
ion

, are th
ere an

y Fin
Tech

 activities th
at cu

rren
tly p

o
se m

o
n

ey lau
n

d
erin

g
 /

 terrorism
 fin

an
cin

g
 

risks an
d

 are n
ot cap

tu
red

 b
y th

e existin
g

 EU
 fram

ew
ork? P

lease exp
lain

 (5000 characters m
axim

um
, including spaces and line 

breaks, i.e. stricter than the M
S
 W

ord characters counting m
ethod) (please provide exam

ples of activities) 
 

  
 

TKH EB
F DGYRFDWHV IRU: ³The sam

e services, the sam
e risks, the sam

e rules and the sam
e supervision´ L.H. Whe sam

e regulatory conditions 
and supervision should apply to all actors (large digital players, financial institutions and start-ups) w

ho seek to innovate and com
pete 

in the FinTech system
. A

ny regulatory fram
ew

ork m
ust keep barriers to HQWU\ WR D P

LQLP
XP

, DQG VKRXOG DOVR QRW KLQGHU LQFXP
EHQWV¶ 

ability to innovate and develop. 

O
n a general level, the EU

 should have the ability to respond to new
 threats as they em

erge. A
gility in supervision is the key to close 

potential gaps quickly. Today w
e see that although rules and supervision are in place on paper for som

e categories of non
-banks and 

new
 m

arket participants, they do in som
e cases get very little attention from

 the supervisors. 

This is particularly im
portant w

here new
 econom

ic reduces transparency or increases cross-border risks. H
ow

ever, this m
ay require som

e 
adaptation of existing regulation to reflect new

 technologies and custom
er journeys.  

To help ensure the right balance, w
e w

ould encourage the C
om

m
ission to supplem

ent their technical assessm
ent w

ith som
e key principles: 

x 
N

ew
 and com

plex risks are quickly understood and brought w
ithin the regulated perim

eter as they develop, w
here appropriate  

x 
A
ctivities by different players along the sam

e value chain stay w
ithin the sam

e regulated perim
eter, w

here appropriate  

x 
A
ctivities are subject to a regulatory and supervisory fram

ew
ork com

m
ensurate w

ith their risks  

x 
There is a leveO SOD\LQJ ILHOG IRU DOO P

DUNHW SDUWLFLSDQWV, LQ OLQH Z
LWK FRXQWULHV¶ SROLF\ REMHFWLYHV ± acknow

ledging this requires som
e 

DGDSWDWLRQV, UDWKHU WKDQ D ³EODQNHW DSSOLFDWLRQ´ RI DOO UHJXODWRU\ UHTXLUHP
HQWV DFURVV DOO HQWLWLHV DQG DFWLYLWLHV  
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  Q

u
estion

 7
: Th

e C
om

m
issio

n
 h

as id
en

tified
 th

at th
e con

sisten
cy of a n

u
m

b
er of oth

er E
U

 ru
les w

ith
 an

ti-m
on

ey lau
n

d
erin

g
 

/
 co

u
n

terin
g

 th
e fin

an
cin

g
 of terrorism

 ru
les m

ig
h

t n
eed

 to
 b

e fu
rth

er en
h

an
ced

 o
r clarified

 th
rou

g
h

 g
u

id
an

ce or leg
islative 

ch
an

g
es. D

o
 yo

u
 ag

ree? (Please rate each blank proposal and com
m

ent if you do not agree w
ith proposed solution) 

  
 

 
 

 
Yes 

N
o 

D
RQ¶W NQRZ

 
O

bligation for prudential supervisors to share inform
ation w

ith anti-m
oney 

laundering supervisors 
X

 
 

 

B
ank R

ecovery and R
esolution D

irective (D
irective 2014/59/EU

) or norm
al 

insolvency proceedings: w
hether and under w

hat circum
stances anti-m

oney 
laundering grounds can provide valid grounds to trigger the resolution or 
w

inding up of a credit institution 

 
 

X
 

D
eposit G

uarantee S
chem

es D
irective (D

irective 2014/49/EU
): custom

er 
assessm

ent prior to pay-out 
 

 
X

 

Paym
ent A

ccounts D
irective (D

irective 2014/92/EU
): need to ensure the 

general right to basic account w
ithout w

eakening anti-m
oney laundering 

rules in suspicious cases 

X
 

 
 

C
ategories of paym

ent service providers subject to anti-m
oney laundering 

rules 
X

 
 

 

Integration of strict anti-m
oney laundering requirem

ents in fit &
 proper tests 

X
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   Q

u
estion

 8
: A

re th
ere oth

er E
U

 ru
les th

at sh
o

u
ld

 b
e alig

n
ed

 w
ith

 an
ti-m

on
ey lau

n
d

erin
g

 /
 co

u
n

terin
g

 th
e fin

an
cin

g
 of 

terro
rism

 ru
les? (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
 x 

G
D

P
R

:  D
ata protection and anti-m

oney laundering share, each in its ow
n w

ay, the objective of protecting European citizens. H
ow

ever, 
there can be tension betw

een the tw
o, hence the need to ensure proportionality and coherence. The new

 rules should seek to identify 
and address areas w

here A
M

LD
4 and A

M
LD

5 rules could be better aligned w
ith the G

D
PR

 fram
ew

ork (see further discussion below
).  

It w
ould be essential that the possibilities for obliged entities to use and exchange inform

ation for A
M

L/C
FT

 w
ill be review

ed and 
clarified, particularly in the context of Public Private Partnerships and of shared utilities.  For instance, the G

D
PR

 com
m

ands that the 
collection of personal data be m

inim
ised in relation to its purpose as w

ell as its storage/retention being strictly lim
ited to a period not 

exceeding that necessary for the purposes for w
hich it is processed. A

M
LD

 4 how
ever requires a large am

ount of data to be collected, 
processed and analysed for K

YC
-purposes, and is m

ore prescriptive than FA
TF R

ecom
m

endation 11, w
hich only requires transaction 

data retention for 5 years after the transaction. The EB
F recom

m
ends that the harm

onising R
egulation consider aligning to this m

ore 
proportionate international standard. 

x 
EU

 P
assp

ort: In respect of cross border services, m
em

ber countries currently have discretion as to w
hether non-dom

estic institutions 
(w

ho operate in a country though a passported license) are subject to local A
M

L/C
FT rules and reporting requirem

ents or not. This 
should be harm

onised and resolved through a reporting infrastructure betw
een EU

 FIU
s and obliged entities should alw

ays be able to 
file S

A
R
s through their hom

e FIU
s. 

x 
P

A
D

: In respect of basic banking services obliged entities w
ith retail banking business are regularly faced w

ith issues betw
een the 

right to basic banking services and the requirem
ents around restricting services or exiting custom

ers due to insufficient K
YC

 or 
A
M

L/C
FT concerns. These rules w

ould need to be specified both in order to help obliged entities, but also to ensure that individuals 
do not m

eet unreasonable obstacles in trying to obtain basic banking services. 

x 
P

S
D

 II: In regard to PS
D

 II bDQNV KDYH HQFRXQWHUHG FDVHV Z
KHUH PS

PV P
D\ KDYH EHHQ RXWVLGH WKH B

DQNV¶V A
M

L ULVN DSSHWLWH (H.J. 
for facilitating gam

bling stakes/profits in undesirable w
ays or for not agreeing on the identification of the B

O
s), but w

here they have 
not been able to refuse the custom

er relationship due to the PS
D

 II requirem
ent to give special consideration to requests to provide 

an account for PS
Ps and the unclarity as to w

hat extent A
M

L concerns can be used for refusing services, This is further aggravated 
by the fact that the local com

petition authorities often are unaw
are of A

M
L issues connected to this segm

ent of m
arket participants. 

W
hile PS

D
 II provides a right for PS

Ps to be given special consideration w
hen requesting ³SD\P

HQW DFFRXQWV VHUYLFHV´, WKHUH DUH 
different interpretations w

hen it com
es to e.g. the type of account that is to be provided, the responsibility for credit institutions to 

conduct transaction m
onitoring on such accounts and any requirem

ents to identify and verify the PS
Ps custom

ers (i.e. the 
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  A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
 

SHUVRQV/HQWLWLHV Z
KR¶V IXQGV DUH WUDQVIHUUHG WKURXJK VXFK DFFRXQWV) DQG XOWLP

DWHO\ WKH ULJKW WR UHMHFW PS
PV SD\P

HQW DFFRXQW Vervices 
on M

L/TF grounds. Further guidance w
ould be required regarding banks obligations in cases w

here banks consider PS
P fall outside 

the scope of their risk appetite. 

x 
M

iFID
/

C
S

D
R

: A
s regards M

iFID
/C

S
D

R
 rules, C

entral S
ecurities D

epositories (C
S
D

) are not subject to the A
M

L/C
TF rules w

hich m
ean 

that no K
YC

 is done by the C
S
D

 and no ongoing transaction m
onitoring is conducted on their securities accounts. This m

akes it difficult 
for their custom

ers (e.g. banks, brokers etc.) to have adequate transparency relating to transactions on these securities accounts, 
ultim

ately resulting in possible M
L/TF risks being identified and m

itigated. Further harm
onisation and clarification on different 

securities providers A
M

L/C
TF responsibilities w

ould be necessary. A
s long as C

S
D

s are out of scope of the A
M

L/C
TF rules, it w

ould be 
necessary for the banks, at least, to have guidance as to their A

M
L/C

TF responsibilities concerning securities accounts (e.g. transaction 
m

onitoring, etc.). 

x 
A

M
L/

C
FT &

 M
arket ab

u
se: S

uspicious transactions from
 an A

M
L/C

FT point of view
 could have links w

ith m
arket abuse (R

egu
lation 

(EU
) N

o 596/2014 and directive 2014/57/EU
) and vice versa. C

ooperation betw
een com

petent authorities (e.g. authorities respon
sible 

for regulating financial m
arkets and Financial Intelligence U

nits) is im
portant to detect phenom

ena of m
arket abuse an

d m
oney 

laundering/terrorist financing. The EB
F recom

m
ends the adoption of further guidance on reporting of M

L/TF suspicions and m
arket 

abuse suspicions, to m
inim

ise duplication and avoid any regulatory tensions 
 The EB

F takes the view
 that an EU

-w
ide approach to the question of effective inform

ation sharing could bring forw
ard better outcom

es. 
The European D

ata Protection B
oard (ED

PB
), established by the G

D
PR

 brings together national data protection supervisors and should 
play a key role in setting up a data driven com

pliance-by-design. A
n inclusive and pragm

atic guidance on how
 to interpret the G

D
PR

 in 
an A

M
L/C

FT context should be developed in cooperation w
ith the EB

A
, to ensure the trade-off betw

een data protection and A
M

L/C
FT 

enforcem
ent is balanced. The industry should also be consulted, to m

ake sure the core challenges faced by ban
ks in their every-day 

business are effectively and proportionately addressed.  
A
 possible R

egulation should be aim
ed at creating a fram

ew
ork that ensures that Financial Institutions are able to process personal data 

to achieve the A
M

L/C
FT objectives in line w

ith the G
D

PR
. W

e propose a num
ber of aspects that could be included in the proposed 

R
egulation, w

hich should help reconcile the right to the protection of personal data w
ith the A

M
LD

/C
FT requirem

ents:   

a) 
A
 legal basis possibly covering the follow

ing A
M

L/C
FT activities and clarifying that these activities FRP

H Z
LWKLQ µOHJLWLP

DWH LQWHUHVWV¶ 
of financial institutions and that those financial institutions can choose the m

ost adequate m
echanism

s to be com
pliant w

ith the 
R
egulation: 



 

18 
 

- 
The sharing of anonym

ous data, typologies and taxonom
ies w

ith third parties in the context of public private partnerships 

- 
The sharing of data w

ith other financial institutions according to the data m
inim

isation principle, potentially through a third 
party, notably to be able to better perform

 client due diligence processes, for instance through share utilities 

- 
The access by financial institutions to relevant inform

ation contained in publicly ow
ned registers  

b) 
In relation to the activities under (a); 

- 
C
onditions under w

hich such activities can be conducted, w
hich should be previously considered together w

ith the sector 

- 
A
 thorough substantiation of the necessity for such m

easures in the pream
ble of the R

egulation
 

c) 
Enum

eration of w
hat aspects fall under the duty of confidentiality and provisions to ensure data m

inim
isation 

d) 
C
lear and proportionate rules on data retention (please also see section 13 of the EB

F A
M

L B
lueprint), w

hich: 

- 
D

o not require retention beyond w
hat is truly necessary (for exam

ple, through reference to FA
TF R

ecom
m

endations and 
guidance), consistent w

ith G
D

PR
 principles 

- 
M

ake clear that retention for the purposes of A
M

L com
pliance are consistent w

ith the storage lim
itation and data m

inim
isation

 
principles of G

D
PR

 

- 
C
larify that firm

s can continue to hold data beyond the period necessary for com
pliance w

ith EU
 A

M
L rules, w

here they have 
a legitim

ate justification 

e) 
R
ecognition that exploring the use of new

 technology including advanced analytics or A
I, or other initiatives that involve the processing 

of personal data to achieve the aim
 of the possible R

egulation, constitute a legitim
ate interest of financial institutions 

f) D
ue to the fact that financial entities have to process personal data to abide by the current A

M
L/C

FT legislation, it w
ould be helpful to 

clarify in the R
egulation that further data processing to achieve the purposes of such R

egulation is com
patible w

ithin the m
eaning of 

the G
D

PR
. International A

M
L/C

FT standards already require the processing of personal data 

g) 
S
pecific authorisation to use certain special categories of personal data and data relating to crim

inal convictions or offences, along 
w

ith specific safeguards to protect the rights and interests of data subjects and recognising that the processing of personal data in 
the context of the possible R

egulation is necessary for reasons of substantial public interest 

h) 
Provisions to allow

 firm
s to lim

it certain privacy rights (in line w
ith article 23 of the G

D
PR

) w
hen necessary in relation to the activities 

m
entioned under (a) above, or indeed other sections of the R

egulation 
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i) 
Provisions that urge m

em
ber states to rem

ove legal obstacles that could prevent the objectives of the regulation (for exam
ple look 

into the conditions under w
hich in this context the national identification num

ber could be used, etc.) 

R
ecognising that exploring the use of new

 techniques or initiatives before im
plem

enting them
 structurally m

ay constitute a legitim
ate 

interest of the financial institutions. 

Provisions and safeguards on the use of data to train algorithm
s and specific reference to the principles of purpose lim

itation and 
com

patibility of purposes. 
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 P

A
R

T 3
 –

 B
rin

g
in

g
 ab

ou
t E

U
-level su

p
ervision

 
 Q

u
estion

 1
: W

h
at en

tities/
sectors sh

ou
ld

 fall w
ith

in
 th

e scop
e of EU

 su
p

ervision
 for co

m
p

lian
ce w

ith
 an

ti-m
on

ey lau
n

d
erin

g
 

/
 co

u
n

terin
g

 th
e fin

an
cin

g
 of terro

rism
 ru

les? (Please highlight your response(s)) 
x 

A
ll obliged entities/sectors  

x 
A

ll o
b

lig
ed

 en
tities/

sectors, b
u

t th
rou

g
h

 a g
rad

u
al p

rocess 
x 

Financial institutions  
x 

C
redit institutions 
o 

PKDVLQJ VKRXOG EH ILUVWO\ E\ ULVN DQG VHFRQGO\ RQ WKH JURXQGV RI VXSHUYLVRU\ ERG\¶V IDP
LOLDULW\ (ERWK VHFWRU DQG HQWLW\).  

 Q
u

estion
 2

: W
h

at p
o

w
ers sh

o
u

ld
 th

e E
U

 su
p

ervisor h
ave? (Please highlight your response – at m

ost 1 choice(s)) 
x 

In
d

irect p
o

w
ers over all o

b
lig

ed
 en

tities, w
ith

 th
e p

ossib
ility to d

irectly in
terven

e in
 ju

stified
 cases  

x 
Indirect pow

ers over som
e obliged entities, w

ith the possibility to directly intervene in justified cases  
x 

D
irect pow

ers over all obliged entities  
x 

D
irect pow

ers only over som
e obliged entities  

x 
A
 m

ix of direct and indirect pow
ers, depending on the sector/entities 

       
Q

u
estion

 3
: H

o
w

 sh
o

u
ld

 th
e en

tities su
b

ject to
 d

irect su
p

ervision
 b

y th
e EU

 su
p

ervisor b
e id

en
tified

? (Please highlight your 
response(s)) 

x 
They should be predeterm

ined  
x 

They should be identified based on inherent characteristics of their business (e.g. riskiness, cross-border nature)  
x 

They should be proposed by national supervisors, ³V\VWHP
LFDOO\ LP

SRUWDQW LQVWLWXWLRQV´ RU ³V\VWHP
LF ULVN SRVHG E\ ILQDQFLDO 

LQVWLWXWLRQV´ EHLQJ P
HWKRGLFDOO\ FRQVLGHUHG LQ WKLV WDVN. 

 The question assum
es that the respondent has answ

ered that an EU
 supervisor should have direct pow

ers over som
e or all obliged entities. 

W
e do not believe that a future EU

 supervisor should directly supervise obliged entities. H
ow

ever, a future supervisor should alongside 
pow

ers corresponding to (EU
) R

egulation 1093/2010 article 17, support national authorities w
ith resources, com

petences and coordination, 
as w

ell as m
ore uniform

 A
M

L/C
FT standards and ensure that breaches of U

nion law
 are consistently investigated. It is im

portant not to 
underm

ine the day-to-day supervision of the national FS
A
s. They ensure an in

-depth know
ledge on the specific risks of local m

arkets and 
efficient cooperation w

ith national law
 enforcem

ent and tax authorities. There is a risk of unintended consequences if an EU
 supervisor 

w
ere to have direct pow

ers over obliged entities. D
irect EU

 intervention should therefore be lim
ited to breach of U

nion corresponding to 
the current regim

e. 
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 Q

u
estion

 4
: W

h
ich

 b
o

d
y sh

ou
ld

 exercise th
ese su

p
ervisory p

o
w

ers? (Please highlight your response – at m
ost 1 choice(s)) 

 
x 

The European B
anking A

uthority  
x 

A
 new

 EU
 centralised agency  

x 
A
 body w

ith a hybrid structure (central decision-m
aking and decentralised im

plem
entation)  

x 
O

ther 
 

R
egardless of the choice of a future EU

 body to exercise A
M

L/C
FT supervision, it should also cover the non-euro area and M

em
ber S

tates 
w

ith opt-outs on EU
s Justice and H

om
e A

ffairs regulation.  
 It is crucial that the division of pow

er and m
andate betw

een the EU
 supervisor and the national supervisor be very distinct and clear. There 

m
ust be no risk of obliged entities being caught betw

een opposing view
s from

 the respective supervisors. O
bliged entities sho

uld not face 
additional w

ork loads and costs because of the establishing of an EU
 A

M
L supervisor. D

ual reporting m
ust be avoided. 

A
rt. 9a, para. (1) point c) of the EB

A
 R

egulation (1093/2010) as am
ended notably states that the EB

A
 shall develop com

m
on guidance and 

standards for preventing and countering m
oney laundering and terrorist financing in the financial sector and prom

oting their consistent 
im

plem
entation in particular by developing draft regulatory and im

plem
enting technical standards. The EB

A
 should not seek to displace the 

risk-based approach through rules-based guidelines, as the risk-based approach is critical to the effectiveness of both national supervisors 
and of firm

s. 

 If oth
er: p

lease exp
lain

 (5000 characters m
axim

um
, including spaces and line breaks, i.e. stricter than the M

S
 W

ord characters 
counting m

ethod) 
        It is too early to take a firm

 position regarding the organisational setup. H
ow

ever, this setup w
ould need to enable proper supervision of 

all M
em

ber S
tates (not just Eurozone) as w

ell as efficient governance w
ithout being lim

ited in its pow
ers by the entities it supervises. In 

addition, it m
ust be adequately resourced (both in term

s of headcount and expertise). 
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 A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
   

 

x 
A
 UHLQIRUFHP

HQW RI WKH A
M

L/ C
FT UROH RI VXSHUYLVRUV, IRFXVLQJ RQ ULVNV, LV UHTXLUHG, WRJHWKHU Z

LWK D EHWWHU XVH RI WKH ES
A
V¶ pow

ers 
and an enhanced role for the EB

A
 as a rule setter. 

x 
S
upervisory fragm

entation is a m
ajor challenge that m

ust be addressed. A
ll obliged entities should be under the sam

e technical 
level of supervision, although the intensity and focus of supervision m

ay vary in line w
ith the risk-based approach. 

x 
The A

ction Plan itself highlights that the different options can have different im
plem

enting and related costs. For this reason, w
e 

consider that any preference for one of the proposed options cannot be expressed w
ithout a prelim

inary im
pact assessm

ent w
hich 

takes into considerations different angles (and related costs/benefits) and im
pacts of the proposals. 

x 
M

oreover, w
e notice that all the options should be part of the questionnaire, included no change of the status quo (therefore the 

m
aintenance of the S

upervision of N
S
A
) or for exam

ple m
echanism

s that are in line w
ith the su

bsidiarity principle providing that the 
European S

upervisor (if any) can intervene w
hereas there are lacks or inefficiency of the N

S
A

. 

x 
EU

 supervisor w
ould need to have a holistic picture not only on the geographies, but also w

ith regard to types of entities in
volved. 

A
s can be seen in the S

upra-N
ational R

isk A
ssessm

ent, m
any kinds of entities are at risk of being exposed to financial crim

e. A
s the 

defence lines in e.g. banks are strengthening, financial crim
e executed through other types of entities are likely to increase as 

crim
inals look for the w

eakest link.  

x 
A
n EU

 supervisor should have indirect overall pow
ers over all obliged entities, ensuring quality in local supervision. To the extent it 

should have direct pow
ers over certain entities, the criteria for these pow

ers m
ust be predefined, objective and based on risk. The 

division of pow
er and the w

ay to collaborate w
ith local supervisors m

ust be clearly defined for directly supervised entities. 
O

verlapping supervision or reporting obligations should be avoided.   

x 
In addition to its European pow

ers, this supervisor could be engaged as a pow
erful European actor in international context, 

including supporting the EU
 C

om
m

ission vis-à-vis the FA
TF. 
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  P

A
R

T 4
 - E

stab
lish

in
g

 a coo
rd

in
ation

 an
d

 su
p

p
o

rt m
ech

an
ism

 fo
r fin

an
cial in

tellig
en

ce u
n

its 
 Q

u
estion

 1
: W

h
ich

 of th
e follo

w
in

g
 tasks sh

ou
ld

 b
e g

iven
 to

 th
e coord

in
atio

n
 an

d
 su

p
p

ort m
ech

an
ism

? (Please highlight your 
response(s) and com

m
ent if you do not agree w

ith proposed solution) 
 

x 
D

evelop
in

g
 d

raft com
m

on
 tem

p
lates to rep

ort su
sp

iciou
s tran

saction
s  

x 
Issu

in
g

 g
u

id
an

ce  
x 

D
evelop

in
g

 m
an

u
als  

x 
A

ssessin
g

 tren
d

s in
 m

on
ey lau

n
d

erin
g

 an
d

 terro
rist fin

an
cin

g
 across th

e E
U

 an
d

 id
en

tify com
m

o
n

 elem
en

ts  
x 

Facilitatin
g

 jo
in

t an
alyses of cross-b

ord
er cases  

x 
B
uilding capacity through new

 IT tools  
x 

H
osting the FIU

.net 
 

Q
u

estion
 2

: W
h

ich
 b

od
y sh

o
u

ld
 h

ost th
is coord

in
atio

n
 an

d
 su

p
p

ort m
ech

an
ism

? (Please highlight your response – at m
ost 1 

choice(s) and com
m

ent if you do not agree w
ith proposed solution) 

 x 
The FIU

 Platform
, turned into a form

al com
m

ittee involved in adopting C
om

m
ission binding acts 

x 
Eu

rop
o

l, b
ased

 o
n

 a revised
 m

an
d

ate  
x 

A
 new

 dedicated EU
 body  

x 
The future EU

 A
M

L/C
FT supervisor  

x 
A
 form

al N
etw

ork of financial intelligence units 
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A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
  W

e have highlighted Europol in our answ
er above but w

ould like to em
phasize that Europol is not the only possible solution. T

he EB
F 

strongly supports the creation of a European FIU
 function w

hich could incorporate the existing Europol structure of the FIU
.net and 

UHSODFH WKH EXURSHDQ C
RP

P
LVVLRQ¶V FLQDQFLDO IQWHOOLJHQFH U

QLW SODWIRUP
 VWUXFWXUH, VHUYLQJ DV D FHQWUDO QRGH LQ WKH V\VWHP

 RI existing 
FIU

s. A
t the sam

e tim
e, the EB

F strongly supports the role of Europol and Eurojust in providing the necessary coop
eration betw

een law
 

enforcem
ent and prosecutors across jurisdictions. 

 In addition, w
e w

ould like to em
phasize the follow

ing aspects:  
  x 

H
arm

onisation, clarification and strengthening of the Financial Intelligence U
nit (FIU

) functions across the EU
/EEA

. 
 

x 
B
oth perspectives (cross border DQG ORFDO) QHHG WR EH WDNHQ LQWR DFFRXQW Z

KHQ LP
SURYLQJ WKH FIU

V¶ UROH. 
 x 

Interconnection of FIU
s is im

portant to avoid w
asteful duplication of w

ork and diversion of scarce expert resources aw
ay from

 high
-

risk activity.  
 x 

S
A
R
s / S

TR
s w

ill not im
prove if banks do not receive m

ore tim
ely and relevant feedback and cannot m

atch their A
M

L/C
FT data against 

operational police data.  Im
proved coordination of FIU

s should be progressed alongside support for Public Private Partnership
s. The 

existing Europol Financial Intelligence Public Private Partnership (EFIPPP) should be supported by authorities and reinforced in its role 
as the first EU

-w
ide PPP.  

 
x 

EU
 reform

 should align w
ith FA

TF best practices on inform
ation sharing, including sharing of operational data w

ithin the regulated 
sector in order to protect custom

ers from
 fraud and protect the legitim

ate financial system
 from

 m
oney laundering and terrorist 

financing. 
 

x 
FIU

.net has the ability to share data w
ithout disclosing sensitive inform

ation. Feedback should be able to be shared back to the 
relevant reporting entities ± using the sam

e data sharing m
echanism

. A
s a good practice, FIU

 needs to: 
- 

m
onitor the inputs from

 the reporting entities and their trajectory from
 S

A
R
 to conviction

 
- 

ensure that feedback is safely shared to reporting entities 
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- 
ensure that feedback on the S

A
R
 trajectory is shared prior to m

edia outlets sharing indictm
ents/ convictions 
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  P

A
R

T 5
 - E

n
fo

rcem
en

t of E
U

 crim
in

al law
 p

rovisio
n

s an
d

 in
form

ation
 exch

an
g

e
 

 
Q

u
estion

 1
: W

h
at action

s are n
eed

ed
 to facilitate th

e d
evelo

p
m

en
t o

f p
u

b
lic-p

rivate p
artn

ersh
ip

s? (Please highlight your 
response(s) and com

m
ent if you do not agree w

ith proposed solution) 
 

x 
P

u
t in

 p
lace m

o
re sp

ecific ru
les on

 th
e o

b
lig

ation
 for fin

an
cial in

tellig
en

ce u
n

its to
 p

ro
vid

e feed
b

ack
 to ob

lig
ed

 en
tities  

x 
R

eg
u

late certain
 asp

ects of th
e fu

n
ction

in
g

 of p
u

b
lic-p

rivate p
artn

ersh
ip

s  
x 

Issu
e g

u
id

an
ce on

 th
e ap

p
licatio

n
 o

f ru
les w

ith
 resp

ect to
 p

u
b

lic-p
rivate p

artn
ersh

ip
s (e.g

. an
titru

st, G
D

P
R

)  
x 

P
rom

ote sh
arin

g
 of g

ood
 p

ractices 
 A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
  Inform

ation sharing: 
x 

A
n intelligence-led approach is the only w

ay forw
ard  

x 
Further support m

ust be provided to cooperation betw
een all actors of the A

M
L/C

FT ecosystem
 (both from

 public and private 
sectors) 

x 
Further push on PPPs is a m

ust, by developing best practices in close consultation w
ith the actors involved (including regulated 

professions and obliged entities) and by rem
oving legal obstacles (see below

)  
 Legal obstacles:  

x 
The A

ction Plan is too vague about data protection. In particular, w
here certain processing w

ould be helpful for the detection and 
prevention of m

oney laundering but is not strictly required by legal obligations, it is unclear w
hat w

ould be perm
itted under G

D
PR

. 
For exam

ple, it is unclear the degree to w
hich fLUP

V FDQ UHO\ RQ µOHJLWLP
DWH LQWHUHVWV¶ (G

D
PR

 A
UWLFOH 6(1)(I)) WR VKDUH A

M
L/C

FT 
intelligence.   

x 
EU

 G
D

PR
 A

M
L guidance is needed to provide further clarification and leew

ay on data sharing, enabling obliged entities to exch
ange 

inform
ation w

ith all actors of the A
M

L/C
FT ecosystem

 w
ith a focus on: 

• 
the exchange of inform

ation w
ith authorities in the fram

ew
ork of PPPs 

• 
the exchange of inform

ation w
ith other private sector participants including shared utilities 
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• 
attention for focused, effective and proportionate exchange of inform

ation  
 A
ctions needed: 

x 
Public-private partnerships (PPPs), w

here financial crim
e inform

ation can be shared betw
een law

 enforcem
ent and obliged 

entities, should be strongly encouraged and em
braced first and forem

ost by public authorities. This should not be lim
ited to the 

sharing of typologies and aggregated data but should include appropriate sharing of operational data. 
x 

The existing Europol Financial Intelligence Public Private Partn
ership (EFIPPP) should be supported by authorities and reinforced 

in its role as the first EU
-w

ide PPP. 
x 

A
n effective EU

 A
M

L/C
FT fram

ew
ork w

ill need to broaden the conditions under w
hich operational data could be shared, including 

on a cross-border basis w
ould be w

elcom
ed. 

x 
A
 solid legal fram

ew
ork endorsed by, am

ong others, data protection authorities, authorising under specific conditions such data 
sharing (including personal data) should be put in place. 

x 
The m

andate of Europol should be review
ed in such w

ay that Europol w
ould be entrusted w

ith the com
petent EU

 law
 

enforcem
ent agency. 

 R
egarding the answ

er 2 to question 3 above, w
e w

ould light to slightly QXDQFH WKH VWDWHP
HQW ³R

egulate certain aspects of the 
functioning of public-SULYDWH SDUWQHUVKLSV´. R

egulating the basis for effectively sharing intelligence w
ould be very helpful. A

t the sam
e 

tim
e, (over-)regulation on the w

rong aspects could also ham
per the trust, creativity, and intrinsic drive that have enabled PPPs to be 

successful in som
e countries so far. 
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  P

A
R

T 6
 - S

tren
g

th
en

in
g

 th
e E

U
's g

lo
b

al ro
le 

 
 

Q
u

estion
 1

: H
ow

 effective are th
e follo

w
in

g
 action

s to
 raise th

e EU
's g

lob
al role in

 fig
h

tin
g

 m
o

n
ey lau

n
d

erin
g

 an
d

 terro
rist 

fin
an

cin
g

? (Please com
m

ent if you do not agree w
ith proposed solution) 

  
 

 
 

 
 

 
 

V
ery 

effective 
R
ather 

effective 
N

eutral 
R
ather 

ineffective 
N

ot effective 
at all 

D
RQ¶W NQRZ

 

G
ive the C

om
m

ission the task of 
representing the European U

nion in 
the FA

TF 

 
 

X
 

 
 

 

Push for FA
TF standards to align to 

EU
 ones w

henever the EU
 is m

ore 
advanced (e.g. inform

ation on 
beneficial ow

nership) 

 
 

X
 

 
 

 

 
 

 
 

 
 

 
 A

d
d

itio
n

al com
m

en
ts (5000 characters m

axim
um

, including spaces and line breaks, i.e. stricter than the M
S
 W

ord characters counting 
m

ethod) 
   

 

• 
O

verall, synergies could be exploited w
ith other EU

 legal fram
ew

orks and a global level playing field should be prom
oted, including 

through better alignm
ent w

ith FA
TF requirem

ents and other applicable international standards. 
• 

Establishm
ent of the new

 EU
 A

M
L supervisor and EU

 level FIU
 w

ould give the C
om

m
ission alongside w

ith the M
em

ber S
tates a stronger 

position to engage w
ith FA

TF in a dialogue aim
ing at a full alignm

ent of the EU
 and FA

TF A
M

L standards and incorporation of FA
TF 

M
utual Evaluations into the EU

 S
N

R
A
 and high-level efficiency evaluation processes. 
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   A

d
d

itio
n

al in
form

atio
n

 (S
hould you w

ish to provide additional inform
ation (for exam

ple a position paper) or raise specific points not 
covered by the questionnaire, you can upload your additional docum

ent here.) 
 

  

 
W

e refer to the attached EB
F B

lueprint for an effective EU
 A

M
L/C

FT fram
ew

ork ± ³Lifting the S
pell of D

irty M
RQH\´ RI M

DUFK 2020. 


